
Cyber Risk Management Model
Cybersecurity needs to be increasingly considered in different stages 
of the business plan. A comprehensive cybersecurity risk management 
plan will provide a roadmap for how to better address cybersecurity 
threats and implement the required actions brought by the increasing 
EU regulation and national legislation.
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RESULT
1.	 Cyber maturity of
	 the organisation 
     –> web analysis
2.	 Cyber threats and risks
	 of the business

Cyber risk analysis
-	 Personnel
-	 Technology
-	 Processes
Using data generated by
web analysis as a basis

Cyber risk management
-	 Monitoring of the threats
-	 Activities: personnel,
	 technology, processes

Cybersecurity system: 
functional, credible & proactive
-	 Maintains situational
	 awareness
-	 Business continuity
	 management
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The plan covers the four components of cybersecurity: management, 
technical solutions, training personnel, and operational processes.
The cyber ​​risk management model process consists of four stages:
1.	 Defining the starting point
2.	 Cyber ​​risk analysis
3.	 Cyber ​​risk management model 
4.	 The result is a functional and proactive cybersecurity system


